POLITYKA PRYWATNOSCI

W zwigzku z tym, ze korzystasz z ustug oferowanych przez Zabka Polska sp. z 0.0. z siedzibg w Poznaniu,
przetwarzamy Twoje dane osobowe. Ponizej znajdziesz informacje, dlaczego i jak to robimy. Dowiesz sie o
przystugujgcych Ci prawach oraz o tym, jak dbamy o ochrone Twoich danych.

1. KIM JESTESMY | JAK SIE Z NAMI SKONTAKTOWAC?

1.1. Zabka Polska sp. z 0.0. z siedzibg w Poznaniu, ul. Stanistawa Matyi 8 (61-586 Poznan), wpisana do rejestru
przedsiebiorcéw prowadzonego przez Sad Rejonowy Poznan — Nowe Miasto i Wilda w Poznaniu, VIII Wydziat
Gospodarczy Krajowego Rejestru Sagdowego pod numerem KRS: 0000636642, NIP: 5223071241, REGON:
365388398, BDO: 000016909, wysokos¢ kapitatu zaktadowego: 113.215.000,00 zt, jest administratorem
Twoich danych osobowych (dalej: ,Administrator” lub ,Zabka Polska”) w rozumieniu Rozporzadzenia
Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osob fizycznych
w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych oraz
uchylenia dyrektywy 95/46/WE (dalej RODO), w zwigzku z Twoim udziatem w Programie ,Zappka”.

1.2. Kontakt z nami jest mozliwy:

1.2.1. pod adresem: ul. Stanistawa Matyi 8 (61-586 Poznan);

1.2.2. za posrednictwem poczty elektronicznej: kontakt@zappka.pl;

1.2.3. pod numerem telefonu: +48 61856 37 OO0;

1.2.4. za posrednictwem formularzy kontaktowych dostepnych w Aplikacji i na stronach internetowych
Programu.

1.3. Wyznaczylismy Inspektora Ochrony Danych, z ktédrym mozesz skontaktowac sie w sprawach zwigzanych z
przetwarzaniem Twoich danych osobowych pod adresem e-mail: IOD@zabka.pl lub w formie korespondencji
tradycyjnej na nasz adres podany powyze;.

2. KILKA PODSTAWOWYCH POJEC

2.1. Administrator, Organizator lub Zabka Polska — Zabka Polska sp. z 0.0. z siedzibg w Poznaniu, ul. Stanistawa
Matyi 8 (61-586 Poznan), wpisana do rejestru przedsiebiorcow prowadzonego przez Sad Rejonowy Poznan -
Nowe Miasto i Wilda w Poznaniu, VIII Wydziat Gospodarczy Krajowego Rejestru Sgdowego pod numerem KRS:
0000636642, NIP: 5223071241, REGON: 365388398, BDO: 000016909, wysokos¢ kapitatu zaktadowego:
113.215.000,00 zt.

2.2. Aplikacja - aplikacja mobilna pod nazwa ,Zappka”, przeznaczona do zainstalowania na urzadzeniu
mobilnym z systemem operacyjnym Android, iOS lub Huawei OS, za pomocg ktdrej Uczestnik uczestniczy w
Programie.

2.3. Sklep bezobstugowy / Zabka Nano - specjalny bezobstugowy sklep umozliwiajacy zakup towaréw lub
ustug detalicznych zorganizowany w Modelu Zabka Nano, dziatajgcy pod szyldem ,Zabka Nano”,
zlokalizowany na terytorium Polski, w ktérym Uczestnik Ustugi Zabka Nano moze dokonywaé zakupdw
Towaréw od Partnera Zabka Nano.

2.4. Centrum Wsparcia Klienta lub CWK - prowadzone przez Administratora Centrum Wsparcia Klienta, z
ktorym Uczestnicy i osoby zainteresowane udziatem w Programie mogg sie kontaktowac¢ w sprawach
dotyczgcych Programu oraz dziatania Aplikacji i zgtaszania ewentualnych nieprawidtowosci w ich
funkcjonowaniu, jak réwniez dostarczania przez Organizatora nagrod do Sklepdw, zgtaszania reklamacji w
stosunku do nagrdd i nieprawidtowosci z nimi zwigzanych. Z CWK mozna sie kontaktowac telefonicznie na

formularz kontaktowy dostepny w Aplikaciji.

2.5. Centrum Zarzadzania Superloginem lub CZS - serwis internetowy dostepny pod adresem
czs.superlogin.pl, za posrednictwem ktdrego osoba fizyczna moze dokonac rejestracji Superloginu i korzysta¢
z okreslonych funkcjonalnosci Superloginu opisanych w Zatgczniku nr 4 do Regulaminu.

2.6. Dane osobowe — wszystkie informacje o osobie fizycznej zidentyfikowanej lub mozliwej do
zidentyfikowania poprzez jeden badz kilka szczegdlnych czynnikéw okreslajacych fizyczna, fizjologiczna,
genetyczna, psychiczng, ekonomiczna, kulturowg lub spoteczng tozsamose, w tym IP urzadzenia, dane o
lokalizaciji, identyfikator internetowy oraz informacje gromadzone za posrednictwem plikéw cookie oraz innej
podobnej technologii.

2.7. E-Paragon - cyfrowy dowdd zakupu towaru lub ustug, wystawiany przez podmiot prowadzacy Sklep i
dostepny w Aplikacji dla Uczestnika korzystajgcego z Ustugi E-Paragonow.
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2.8. Partner Organizatora — podmiot wspotpracujacy z Zabka Polska, ktéry oferuje swoje ustugi za
posrednictwem Aplikacji.

2.9. Polityka - niniejsza Polityka prywatnosci.

2.10. Profil - indywidualny profil Uczestnika prowadzony w systemie Organizatora, dostepny poprzez Aplikacje
po dokonaniu rejestracji, w tym po rejestracji Superloginu lub aktywacji tego Superloginu przez Zabka Polska,
na ktérym zapisywane sg informacje o dziataniach i aktywnosciach Uczestnika w ramach Programu, w tym
informacje o liczbie zgromadzonych Zappséw oraz aktywowanych Kuponach.

2.11. Program - program ,zappka”, ktérego zasady i warunki okresla Regulamin.

2.12. Regulamin - regulamin programu ,zappka” wraz z Zatgcznikami.

2.13. RODO - Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w
sprawie ochrony osob fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE.

2.14. Serwer Zabka - serwer Administratora dostepny pod adresem https://www.discord.gg/cho-do-zabki, z
ktorego moga korzystac tylko zarejestrowani Uczestnicy, ktdrzy potwierdzili swoje uczestnictwo w Programie
autoryzujac sie w Aplikacji.

2.15. Sklep - sklep dziatajacy pod oznaczeniem ,Zabka” prowadzony przez Zabka Polska lub przez podmiot
trzeci, ktory wspotpracuje z Zabka Polska w ramach umowy wspétpracy franczyzowej.

2.16. Superlogin — nadrzedne, indywidualne konto Uzytkownika bedacego Uczestnikiem, prowadzone przez
Zabka Polska w ramach Ustugi Superloginu, umozliwiajace korzystanie z Konta w Aplikacji po dokonaniu
rejestracji lub aktywacji w tej ustudze.

2.17. Uczestnik — osoba fizyczna, ktdra spetnia okreslone w Regulaminie warunki uczestnictwa w Programie i
dokonata rejestracji za posrednictwem.

2.18. Uzytkownik — osoba fizyczna, ktdora dokonata rejestracji Superloginu lub ktérej Superlogin aktywowat
Administrator.

Pozostatym sformutowaniom pisanym w Polityce wielkg literg, ktore nie zostaty zdefiniowane w punktach
powyzej, nadaje sie znaczenie zgodne z definicjg przyjetg w Regulaminie.

3. JAKIE DANE PRZETWARZAMY?

3.1. Uczestnictwo w Programie wigze sie z przetwarzaniem przez Administratora nastepujacych danych
osobowych Uczestnika: imie, adres e-mail, ID Uczestnika, saldo punktowe, aktywacja i dezaktywacja Kuponu
na odbidr nagrody, odebrane nagrody, historia zakupéw - dane o kazdym produkcie kupionym przez
Uczestnika w transakcjach, w ktorych doszto do identyfikacji za pomocg ID Uczestnika, data, godzina oraz
miejsce transakcji, wartos¢ koszyka, najczesciej kupowane produkty, forma ptatnosci, lokalizacja — potozenie w
stosunku do sklepu Zabka, odwiedzane miejsca, zwyczaje zakupowe, numer telefonu, informacja o
potwierdzeniu numeru telefonu i adresu e-mail przypisanych do Profilu, pte¢, data urodzenia (w tym
informacja o ukonczeniu 18. roku zycia), logowanie, klikniecia i ruch w Aplikacji, otwarcia powiadomien push,
producent, model i system operacyjny telefonu, adres IP, lista kontaktéw na urzadzeniu mobilnym,
identyfikator reklamowy urzadzenia mobilnego (MAID), token karty ptatniczej, wystawca karty, informacje o
ztozonych reklamacjach, informacje zebrane w ramach ankiet wypetnionych przez Uczestnika, informacje o
zakupie Towaréw wymagajacych weryfikacji przez Sprzedawce w Sklepie ukoriczenia 18 roku zycia przez
Uczestnika (na potrzeby wyswietlania informacji o Promocjach i ofercie dotyczacej asortymentu
alkoholowego oraz napojow energetycznych opisanych w Regulaminie), historia korzystania z ustug
Partneréw Organizatora, tre$¢ wiadomosci i zapytan marketingowych przekazywanych przez uzytkownika na
Whatsapp. W przypadku wyrazenia przez Uczestnika zgody na otrzymywanie E-Paragonow za posrednictwem
Aplikacji, Administrator przetwarza rowniez dane osobowe gromadzone przy okazji $wiadczenia ustugi
udostepniania E-Paragondw, ktére obejmujg dane osobowe znajdujgce sie na E-Paragonach.

3.2. Podanie danych osobowych Uczestnika dotyczacych lokalizacji - potozenia w stosunku do sklepu Zabka,
odwiedzanych miejsc, ptci, udzielenie dostepu Aplikacji do listy kontaktow na urzadzeniu mobilnym, a takze
wziecie udziatu w badaniach satysfakcji za pomoca ankiet udostepnianych Uczestnikowi jest dobrowolne,
natomiast pozostate wymienione dane osobowe Uczestnika sg niezbedne dla uczestnictwa w Programie lub
do skorzystania z funkcjonalnosci lub ustug oferowanych w Aplikaciji.

4. W JAKICH CELACH | NA JAKIEJ PODSTAWIE PRAWNEJ PRZETWARZAMY DANE OSOBOWE?
PRZETWARZANIE DANYCH W ZWIAZKU Z UDZIALEM W PROGRAMIE

KORZYSTANIE Z APLIKACJI
4.1. Zgodnie z Regulaminem, udziat w Programie i korzystanie z funkcjonalnosci dostepnych w Aplikaciji,
wymaga rejestracji za posrednictwem Aplikacji lub za posrednictwem CZS. Osoby, ktére dokonuja rejestracji
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za posrednictwem Aplikacji, proszone sg o podanie danych niezbednych do utworzenia i obstugi Konta. W
przypadku rejestracji za pomocg CZS, Organizator pobierze podane przez Uczestnika dane niezbedne do
rejestracji Superloginu, ktére sg rowniez konieczne do utworzenia oraz obstugi Profilu i przypisze je do tego
Profilu. W celu utatwienia obstugi Uczestnik moze podac¢ dodatkowe dane, wyrazajgc tym samym zgode naich
przetwarzanie. Takie dane mozna w kazdym czasie usunac¢. Podanie danych oznaczonych jako obowigzkowe
jest wymagane w celu zatozenia i obstugi Profilu, a ich niepodanie skutkuje brakiem mozliwosci rejestracji i
udziatu w Programie. Podanie pozostatych danych jest dobrowolne.

4.2. Do Profilu w Programie, dostepne za posrednictwem Aplikacji mozna zalogowac¢ sie takze - w ramach
Superloginu — wykorzystujgc funkcjonalnos$¢ logowania danymi konta w portalu spotecznosciowym Facebook,
konta Apple lub konta Google. Informacje o zakresie i celach przetwarzania danych przez portal
spotecznosciowy Facebook lub w ramach konta Apple badz Google mozna znalezé w politykach prywatnosci
dostawcoéw tych kont.

4.3. Jezeli Uczestnik aktywnie nie wylogowat sie, jego Profil pozostaje aktywny pomimo opuszczenia Aplikaciji,
aby utatwi¢ powrot do Aplikacji w dowolnym momencie.

4.4. Jezeli Uczestnik umieszcza w Aplikacji jakiekolwiek dane osobowe innych oséb (w tym ich imie i nazwisko,
adres, numer telefonu lub adres e-mail), moze to uczynic jedynie pod warunkiem, ze nie narusza przepiséw
obowiagzujacego prawa i débr osobistych tych osob.

UDZIAL W PROGRAMIE

4.5. Dane osobowe Uczestnika Programu sg przetwarzane w celu:

4.5.1. zapewnienia mozliwosci udziatu w Programie, w tym obstugi Profilu, rozpatrywania reklamacji (w
przypadku jej ztozenia), udostepniania mozliwosci korzystania z funkcjonalnosci Aplikacji dostepnych dla
Uczestnikéw Programu, w tym Ustugi Zabka Nano, Ustugi Superloginu, naliczania Zappséw, dokonywania
Przelewu Zappséw i odbierania nagréd (realizacji Kuponéw i ich zamawiania za Zappsy), zapewnienia
mozliwosci udziatu w Testach; a takze w celu przygotowywania i prezentowania wybranym Uczestnikom
spersonalizowanej oferty promocyjnej oraz informacji o organizowanych akcjach konkursowych, w tym, po
spetnieniu przez Uczestnikéw warunkéw opisanych w Regulaminie, ofert dotyczacych napojéow
energetycznych oraz ofert i niepublicznych Promoc;ji dotyczacych produktéw alkoholowych — podstawa
prawng przetwarzania danych w zakresie wyzej wymienionych funkcjonalnosci jest niezbednos¢
przetwarzania do wykonania umowy o udziat w Programie (art. 6 ust. 1lit. b RODO), a w zakresie danych
podanych fakultatywnie — podstawg prawng przetwarzania jest zgoda (art. 6 ust. 1lit. a RODO),

4.5.2. poprawy jakosci swiadczonych ustug — podstawg prawng przetwarzania jest prawnie uzasadniony
interes Administratora (art. 6 ust. 1lit. f RODO) polegajacy na prowadzeniu analiz aktywnosci Uczestnikéow w
Aplikacji i sposobu korzystania z Profilu w celu poprawy stosowanych funkcjonalnosci oraz jakosci
swiadczonych ustug,

4.5.3. przeciwdziatania naduzyciom w Programie - podstawg prawna przetwarzania danych jest prawnie
uzasadniony interes Administratora (art. 6 ust. 1 lit. f RODO) polegajacy na wykrywaniu i eliminacji naduzy¢ w
Programie,

4.5.4. ewentualnego ustalenia i dochodzenia roszczen lub obrony przed nimi - podstawg prawng
przetwarzania jest uzasadniony interes Administratora (art. 6 ust. 1lit. f RODO) polegajgcy na obronie jego
intereséw gospodarczych,

4.55. marketingowym w postaci promocji marki Zabka - podstawg prawng przetwarzania jest prawnie
uzasadniony interes Administratora, polegajacy na budowaniu wiezi Uczestnikow z siecig Zabka oraz
zwiekszanie atrakcyjnosci i konkurencyjnosci sieci; zasady przetwarzania danych osobowych w celach
marketingowych zostaty opisane w sekcji ,MARKETING”,

4.5.6. komunikacji i kontaktow pomiedzy Organizatorem i Uczestnikiem w strefach badawczych Programu -
podstawg prawng przetwarzania jest prawnie uzasadniony interes Administratora (art. 6 ust. 1lit. f RODO)
polegajacy na prowadzeniu komunikacji z Uczestnikami w celu poprawy jakosci swiadczonych ustug i
dostosowania ich do Uczestnikow.

PEATNOSCI W APLIKACJI

4.6. Administrator zapewnia za posrednictwem Aplikacji Uczestnikom mozliwo$¢ dokonywania ptatnosci przez
Uczestnikow za ustugi oferowane za posrednictwem Aplikacji przez Organizatora, w tym Pakiety i produkty
zamowione w Sklepach bezobstugowych lub Partneréw Organizatora. Skorzystanie z tej funkcjonalnosci
wymaga podania danych karty ptatniczej. Podanie danych karty ptatniczej Agentowi rozliczeniowemu
umozliwia dokonanie jednorazowej ptatnosci z uzyciem tej karty albo zarejestrowanie karty w Aplikaciji i
optacanie kolejnych ustug Organizatora lub Partnerow Organizatora z wykorzystaniem tej karty.

4.7. Zabka Polska, ani Partner Zabka Nano prowadzacy Sklep bezobstugowy ani Partnerzy Organizatora nie



przechowuja danych, o ktérych mowa w pkt 4.6. Dane te sg szyfrowane i przekazywane przez Administratora w
czasie rzeczywistym do Agenta rozliczeniowego, bez zachowania kopii tych danych w Aplikaciji.

4.8. Administratorem danych osobowych w zakresie ptatnosci jest Agent rozliczeniowy, tj. Adyen N.V. z
siedzibg w Amsterdamie, Simon Carmiggeltstraat 6-50, 1011 DJ, Amsterdam. Wiecej informaciji na temat
przetwarzania danych osobowych przez Adyen N.V. znajduje sie w polityce prywatnosci dostepnej pod
adresem: https://www.adyen.com/privacy-policy.

4.9. Agent rozliczeniowy weryfikuje poprawnos¢ danych u wydawcy karty i w przypadku pozytywnej
weryfikacji przekazuje Administratorowi wygenerowany przez siebie token, ktory jest wykorzystywany do
realizacji transakcji z uzyciem tej karty. Po weryfikacji danych i wygenerowaniu tokenu Uzytkownik moze
rozpocza¢ dokonywanie ptatnosci w Aplikacji przy uzyciu karty.

4.10. W celu przeciwdziatania naduzyciom Agent rozliczeniowy przekaze Organizatorowi takze dodatkowy
token identyfikujgcy zarejestrowana karte ptatnicza. Token stuzy rozpoznaniu karty ptatniczej, ale nie
umozliwia dokonywania transakcji ani uzyskania dostepu do danych rachunku powigzanego z ta kartg i
danych posiadacza karty. Pozwala on na identyfikacje tej samej karty ptatniczej wykorzystywanej przez
Uczestnika do optacania zakupow w Sklepach bezobstugowych z réznych urzadzen mobilnych.

4.11. Administrator przetwarza dane osobowe Uczestnikéw dokonujgcych ptatnosci w Aplikacji w celu:
4.11.1. umozliwienia dokonywania ptatnosci w Aplikacji, w tym $wiadczenie przez Organizatora ustugi
zapamietywania danych karty, ktdra zostata zarejestrowana w Aplikacji - podstawg prawng przetwarzania jest
niezbednos$c¢ przetwarzania do wykonania umowy (art. 6 ust. 1lit. b RODO);

4.11.2. ewentualnego ustalenia i dochodzenia roszczen lub obrony przed nimi - podstawg prawng
przetwarzania jest uzasadniony interes Administratora (art. 6 ust. 1lit. f RODO) polegajacy na obronie jego
intereséw gospodarczych;

4.11.3. przeciwdziatania naduzyciom - podstawg prawng przetwarzania danych jest prawnie uzasadniony
interes Administratora (art. 6 ust. 1lit. f RODO) polegajacy na wykrywaniu i eliminacji naduzyc.

KORZYSTANIE Z USEUGI ZABKA NANO

4.12. Korzystanie z Ustugi Zabka Nano w Aplikacji wigze sie z przetwarzaniem przez Administratora
nastepujacych danych osobowych Uczestnika: adres e-mail Uczestnika, kod QR, posta¢ wektorowa i ruch w
Sklepie bezobstugowym, podnoszone i odktadane produkty w Sklepie bezobstugowym, czas przebywania w
Sklepie bezobstugowym, sciezka Uczestnika w Sklepie bezobstugowym, wizerunek, zakupione produkty, kwota
i status zakupow, szczegoty ostatniego zakupu, informacje o ztozonej reklamacji. Administrator przetwarza
takze dane o produktach podnoszonych i odktadanych przez Osoby towarzyszace Uczestnika oraz o czasie
przebywania tych osdb w Sklepie bezobstugowym, jezeli takie osoby towarzyszg Uczestnikowi. Dane te sg
niezbedne do $wiadczenia Ustugi Zabka Nano. Mozemy otrzymywaé Twoje dane osobowe obejmujgce numer
telefonu lub adres e-mail w stuzbowej domenie od Twojego pracodawcy, jesli oferuje on Tobie benefit w
postaci bondw na zakupy w Zabka Nano. Przetwarzamy wéwczas Twoje dane osobowe w celu przyznania
Tobie bondw, a jesli nie korzystasz z Ustugi Zabka Nano, to réwniez w celu umozliwienia Tobie zatozenia konta
niezbednego do korzystania z Ustugi Zabka Nano.

4.13. Po wejsciu Uczestnika do Sklepu bezobstugowego, specjalne oprogramowanie potaczone z zespotem
kamer i czujnikéw tam zainstalowanych bedzie rozpoznawac ruch Uczestnika oraz jego Osob Towarzyszacych
(jezeli dotyczy), a takze nabywane przez niego lub jego Osoby towarzyszace (jezeli dotyczy) produkty.
Zawartosc¢ koszyka Uczestnika i kwota nalezna do zaptaty za zakupy w Sklepie bezobstugowym zostang
ustalone automatycznie na podstawie obserwacji Uczestnika i jego Osob towarzyszacych (jezeli dotyczy).
Informacje te moga by¢ wykorzystywane rowniez do celdw analitycznych okreslonych w pkt 4.14.3 do 4.14.5.
ponize;.

4.14. Dane Uczestnikéw korzystajgcych z Ustugi Zabka Nano sg przetwarzane w celu:

4.14.1. realizacji ustugi, w tym obstugi Sklepu bezobstugowego, rozpatrywania reklamacji (w tym rozpatrywania
reklamacji na podstawie obrazu monitoringu ze Sklepu bezobstugowego) - podstawg prawng przetwarzania
jest niezbednosé przetwarzania do $wiadczenia Ustugi Zabka Nano (art. 6 ust. 1lit. b RODO);

4.14.2. zapewnienia rozliczen Partnera Zabka Nano z Uczestnikami dokonujacymi zakupéw w Sklepie
bezobstugowym — podstawg prawna przetwarzania danych jest prawnie uzasadniony interes Administratora
(art. 6 ust. 1lit. f RODO) polegajacy na zapewnieniu obstugi Sklepéw bezobstugowych w ramach Ustugi Zabka
Nano oraz na przekazaniu Partnerowi Zabka Nano informacji niezbednych do udokumentowania sprzedazy na
rzecz Uczestnika w Sklepie bezobstugowym;

4.14.3. zapewnienia Uczestnikowi mozliwosci nabycia u podmiotu prowadzacego Zabke Nano napojéw
energetycznych, ktorych zakup wymaga weryfikacji przez sprzedawce w Sklepie ukoriczenia przez Uczestnika
18 roku zycia, a takze umozliwienia Uczestnikowi skorzystania z prowadzonego przez podmiot prowadzacy
iabke Nano procesu weryfikacji wieku tego Uczestnika — podstawg prawng przetwarzania danych jest


https://www.adyen.com/privacy-policy

prawnie uzasadniony interes Administratora (art. 6 ust. 1lit. f RODO) polegajacy na zapewnieniu obstugi
Sklepu bezobstugowego w ramach Ustugi Zabka Nano oraz na przekazaniu podmiotowi prowadzacemu Zabke
Nano informaciji niezbednych do realizacji procesu sprzedazy napojow energetycznych;

4.14.4. opracowania modelu Sklepu bezobstugowego dla biznesu franczyzowego oraz zdobycia wiedzy (know-
how) dot. funkcjonowania sklepéw w modelu bezobstugowym, w tym optymalizacji funkcjonowania Sklepu
bezobstugowego - podstawg prawng przetwarzania jest prawnie uzasadniony interes Administratora (art. 6
ust. 1lit. f RODO) polegajacy na poprawie jakosci Swiadczonych ustug i funkcjonalnosci stosowanych
rozwigzan;

4.14.5. doskonalenia dziatania technologii Sklepu bezobstugowego na podstawie zapisu wizerunku
(prawidtowosc¢ rozpoznawania ruchu Uczestnika i jego Osob towarzyszacych w Sklepie bezobstugowym na
potrzeby rozliczenia transakcji) - podstawg prawng przetwarzania jest prawnie uzasadniony interes
Administratora (art. 6 ust. 1 lit. f RODO) polegajacy na dostarczaniu odpowiedniej jakosci Ustugi Zabka Nano w
Modelu Zabka Nano;

4.14.6. poprawy jakosci swiadczonych ustug i funkcjonalnosci Sklepow bezobstugowych na podstawie analizy
zachowania Uczestnika i jego Osob towarzyszacych w Sklepie bezobstugowym — podstawa prawng
przetwarzania jest prawnie uzasadniony interes Administratora (art. 6 ust. 1lit. f RODO) polegajacy na
zwiekszaniu atrakcyjnosci i konkurencyjnosci Sklepéw bezobstugowych;

414.7. przeciwdziatania naduzyciom w Ustudze Zabka Nano zwigzanym z nieregulowaniem ptatnosci za zakupy
w Sklepach bezobstugowych — podstawa prawng przetwarzania danych jest prawnie uzasadniony interes
Administratora (art. 6 ust. 1lit. f RODO) polegajacy na wykrywaniu i eliminacji naduzy¢ w zwigzku z
korzystaniem z Ustugi Zabka Nano;

4.14.8. dochodzenia lub obrony przed roszczeniami — podstawa prawng przetwarzania jest prawnie
uzasadniony interes Administratora (art. 6 ust. 1 lit. f RODQ), polegajacy na mozliwosci obrony jego intereséw
gospodarczych.

4.15. Umowa sprzedazy Towaréw w Sklepie bezobstugowym jest zawierana przez Uczestnika z podmiotem
prowadzacym dany Sklep bezobstugowy. W zwiazku z tym Zabka Polska udostepnia dane osobowe Uczestnika
obejmujace: adres e-mail, zakupione Towary i kwota zaptaty, do podmiotu prowadzacego Zabka Nano w celu
umozliwienia mu wystawienia i dostarczenia Uczestnikowi dokumentu sprzedazy. Podstawg prawng
udostepniania Danych osobowych jest niezbednos¢ do wykonania umowy o uczestnictwo w Programie,
zawartej pomiedzy Administratorem a Uczestnikiem.

4.16. Umowa sprzedazy napojow energetycznych, ktérych sprzedaz wymaga weryfikacji przez sprzedawce w
Sklepie ukonczenia przez Uczestnika 18. roku zycia, zawierana jest przez Uczestnika z podmiotem
prowadzacym Zabke Nano. W zwiazku z tym, Zabka Polska udostepnia do podmiotu prowadzacego Zabke
Nano dane osobowe takiego Uczestnika w zakresie obejmujgcym informacje o zweryfikowaniu Uczestnika jako
osoby petnoletniej przez sprzedawce w Sklepie w zwigzku z dokonaniem przez Uczestnika w Sklepie zakupu
Towardw przeznaczonych dla osob, ktore ukoniczyty 18. rok zycia — na podstawie zeskanowanego przez
Uczestnika kodu QR wygenerowanego w Aplikacji, zgodnie z historig zakupdéw Uczestnika przechowywang
przez Administratora w Aplikacji. Dane osobowe udostepniane sg przez Zabka Polska w celu umozliwienia
Uczestnikowi nabycia w Zabce Nano napojéw energetycznych, ktérych sprzedaz wymaga weryfikacji przez
sprzedawce w Sklepie ukonczenia przez Uczestnika 18 roku zycia, a takze przekazania podmiotowi
prowadzacemu Zabka Nano informacji niezbednych do realizacji procesu sprzedazy napojéw energetycznych.
Podstawg prawng udostepniania ww. Danych osobowych jest niezbednos$¢ do wykonania umowy o
uczestnictwo w Programie, zawartej pomiedzy Administratorem a Uczestnikiem.

KORZYSTANIE Z PAKIETOW

4.17. Administrator w ramach Aplikacji umozliwia Uczestnikom nabywanie Pakietéw zgodnie z wybranym
Planem. Korzystanie z Pakietow, w tym rozpatrywanie reklamacji, wymaga przetwarzania danych osobowych
Uczestnika. Dane osobowe bedg przetwarzane w celu:

4.17.1. wykonania umowy sprzedazy Pakietu, w tym realizacji Pakietu i rozpatrywania reklamacji — podstawg
prawng przetwarzania danych jest niezbednos$¢ przetwarzania do wykonania umowy (art. 6 ust. 1lit. b RODO);
4.17.2. ustalenia i dochodzenia roszczen lub obrony przed nimi — podstawa prawng przetwarzania jest
uzasadniony interes Administratora (art. 6 ust. 1lit. f RODO) polegajgcy na obronie jego interesow
gospodarczych.

KORZYSTANIE Z USEUGI SUPERLOGINU

4.18. Administrator swiadczy Uczestnikom bedgcym Uzytkownikami Ustuge Superloginu, umozliwiajgca
korzystanie z niej za posrednictwem Aplikacji i CZS. Korzystanie z Ustugi Superloginu, w tym rozpatrywanie
reklamacji, wymaga przetwarzania danych osobowych Uczestnika. Dane osobowe bedg przetwarzane w celu:



4.18.1. zapewnienia mozliwosci rejestracji w Ustudze Superloginu oraz swiadczenia tej ustugi, w tym
rozpatrywania reklamacji — podstawg prawng przetwarzania danych jest niezbednos¢ przetwarzania do
wykonania umowy (art. 6 ust. 1lit. b RODO), a w zakresie danych podanych fakultatywnie - zgoda (art. 6 ust. 1
lit. a RODO),

4.18.2. poprawy jakosci swiadczonych ustug — podstawa prawna przetwarzania jest prawnie uzasadniony
interes Administratora (art. 6 ust. 1lit. f RODO) polegajacy na prowadzeniu analiz aktywnosci uzytkownikow i
sposobu korzystania z Superloginu w celu poprawy stosowanych funkcjonalnosci oraz jakosci swiadczonych
ustug,

4.18.3. ustalenia i dochodzenia roszczen lub obrony przed nimi - podstawg prawng przetwarzania jest
uzasadniony interes Administratora (art. 6 ust. 1lit. f RODO) polegajacy na obronie jego interesow
gospodarczych.

KORZYSTANIE Z USLUGI E-PARAGONOW

4.19. Administrator $wiadczy na rzecz Uczestnikéw (bedacych Uzytkownikami), ktdrzy wyrazili stosowng zgode,
ustuge E-Paragondéw polegajaca na otrzymywaniu za posrednictwem Aplikacji i za zakupy wykonane w
Sklepach, E-Paragondéw zamiast paragondw w formie papierowej. Korzystanie z ustugi E-Paragonow, w tym
rozpatrywanie reklamacji, wymaga przetwarzania danych osobowych Uczestnika. Dane osobowe bedag
przetwarzane w celu:

4.19.1. zapewnienia mozliwosci korzystania z ustugi E-Paragondw, w tym rozpatrywania reklamaciji — podstawa
prawng przetwarzania danych jest niezbednos$¢ przetwarzania do swiadczenia ustugi (art. 6 ust. 1lit. b RODO),
4.19.2. zapewnienia obstugi reklamacji dotyczacych E-Paragonow, ktére dotycza podmiotu prowadzacego
Sklep, bedgcego wystawcg tego E-Paragonu — podstawg prawna przetwarzania danych jest prawnie
uzasadniony interes Administratora (art. 6 ust. 1lit. f RODO) polegajacy na zapewnieniu obstugi reklamaciji
Uczestnikow w ramach Ustugi E-Paragondw oraz na przekazaniu podmiotowi prowadzgcemu Sklep informaciji
niezbednych do obstugi zgtoszenia na rzecz Uczestnika,

4.19.3. ustalenia i dochodzenia roszczen lub obrony przed nimi - podstawg prawng przetwarzania jest
uzasadniony interes Administratora (art. 6 ust. 1lit. f RODO) polegajacy na obronie jego interesow
gospodarczych.

4.20. E-Paragon za zakupy w Sklepie, jest wystawiany przez podmiot prowadzacy Sklep, w ktérym Uczestnik
dokonuje zakupu i skanuje Aplikacje. Podmiot ten udostepnia do Administratora dane osobowe Uczestnika
znajdujace sie na tym E-Paragonie w celu umozliwienia Uczestnikom korzystania z ustugi E-Paragonu, a tym
samym uzyskania dostepu do E-Paragondw w Aplikacji. Podstawa prawng pozyskania Danych osobowych od
podmiotu prowadzacego Sklep, przez Administratora, jest niezbedno$¢ do wykonania umowy o korzystanie z
Ustugi E-Paragondéw, zawartej pomiedzy Administratorem a Uczestnikiem. Dane podmiotu prowadzgcego
Sklep, ktory jest administratorem danych osobowych w zwigzku z wystawieniem E-Paragonu przekazywanego
do Zabka Polska, dostepne sa na tym E-Paragonie.

KORZYSTANIE Z USLUG PARTNEROW ORGANIZATORA DOSTEPNYCH W APLIKACJI

4.21. Administrator umozliwia Uczestnikom zawieranie z Partnerami Organizatora umoéw o $wiadczenie ustug.
Skorzystanie z tej funkcjonalnosci wymaga przetwarzania danych przez Administratora, w tym udostepnienia
ich Partnerowi Organizatora. Administrator przetwarza dane osobowe w celu:

4.21.1. zapewnienia mozliwos$ci zawarcia umowy o $wiadczenie ustug Partnera Organizatora - podstawg
prawng przetwarzania danych jest niezbednos$¢ przetwarzania do wykonania umowy (art. 6 ust. 1lit. b RODO),
4.21.2. ustalenia i dochodzenia roszczen lub obrony przed nimi — podstawa prawng przetwarzania jest
uzasadniony interes Administratora (art. 6 ust. 1lit. f RODO) polegajgcy na obronie jego interesow
gospodarczych.

4.22. Administratorem danych w zakresie wykonywania poszczegolnych ustug jest odpowiedni Partner
Organizatora. Wiecej informacji na temat przetwarzania danych osobowych przez Partneréw Organizatora
znajduje sie w ich politykach prywatnosci.

FORMULARZE KONTAKTOWE

4.23. Administrator zapewnia za posrednictwem Aplikacji mozliwo$¢ skontaktowania sie z nim przy
wykorzystaniu elektronicznych formularzy kontaktowych. Skorzystanie z formularza wymaga podania danych
osobowych niezbednych do skontaktowania sie z Uczestnikiem i udzielenia odpowiedzi na zapytanie.
Uczestnik moze podac¢ takze inne dane w celu utatwienia kontaktu lub obstugi zapytania. Podanie danych
oznaczonych jako obowigzkowe jest wymagane w celu przyjecia i obstugi zapytania, a ich niepodanie skutkuje
brakiem mozliwosci obstugi. Podanie pozostatych danych jest dobrowolne.

4.24. Dane osobowe sa przetwarzane:



4.24.1. w celu identyfikacji nadawcy oraz obstugi jego zapytania przestanego przez udostepniony formularz -
podstawg prawng przetwarzania jest prawnie uzasadniony interes Administratora (art. 6 ust. 1lit. f RODO)
polegajacy na odpowiadaniu na kierowane do niego zapytania;

4.24.2. w celach analitycznych i statystycznych — podstawg prawng przetwarzania jest uzasadniony interes
Administratora (art. 6 ust. 1lit. f RODO) polegajacy na prowadzeniu statystyk zapytan zgtaszanych przez
Uczestnikow za posrednictwem Aplikacji w celu doskonalenia jej funkcjonalnosci.

ANKIETY

4.25. Administrator udostepnia w ramach Aplikacji powiadomienie push (pod warunkiem wyrazenia zgody na
ich otrzymywanie), dotyczgce dostepnej ankiety lub ankiet kierowanych do Uczestnikéw na przypisany do
Profilu Uczestnika adres e-mail. W zaleznosci od tematyki konkretnej ankiety, Uczestnik moze przekazac
Administratorowi informacje dotyczgce swoich opinii, wrazen lub oczekiwan zwigzanych z udziatem w
Programie, dziataniem Aplikacji oraz ustug i funkcjonalnos$ci dostepnych za jej posrednictwem, a takze
dotyczace towardw lub ustug objetych Promocjami. Podanie danych jest dobrowolne.

4.26. Dane osobowe sg przetwarzane:

4.26.1. w celu badania satysfakcji i oczekiwan Uczestnikdw — podstawg prawng przetwarzania jest prawnie
uzasadniony interes Administratora (art. 6 ust. 1 lit. f RODO) polegajacy na mozliwosci podnoszenia jakosci
Swiadczonych przez Administratora ustug, a takze jakosci towardéw i ustug oferowanych w Sklepach oraz w
Sklepach bezobstugowych;

4.26.2. w celach analitycznych i statystycznych — podstawg prawnga przetwarzania jest uzasadniony interes
Administratora (art. 6 ust. 1lit. f RODO) polegajacy na prowadzeniu analiz i statystyk dotyczacych
przeprowadzonych przez Administratora badan satysfakcji Uczestnikow;

4.26.3. w celu ustalenia i dochodzenia roszczen — podstawg prawna przetwarzania jest uzasadniony interes
Administratora (art. 6 ust. 1lit. f RODO) polegajacy na obronie jego intereséw gospodarczych.

BADANIA RYNKOWE

4.27. Administrator umozliwia Uczestnikom przystapienie do udziatu w badaniach rynkowych organizowanych
przez In-Pulse sp. z 0.0. Skorzystanie z tej funkcjonalnosci wymaga przetwarzania danych przez
Administratora, w tym udostepnienia do In-Pulse sp. z 0.0. danych osobowych Uczestnika, w tym
obejmujacych informacje o preferencjach zakupowych i sposobie korzystania z Aplikaciji.

4.28. Administrator przetwarza dane osobowe w celach:

4.28.1. analitycznych na potrzeby weryfikacji, czy wérdd Uczestnikow znajdujg sie osoby spetniajgce warunki
udziatu w badaniu organizowanym przez In-Pulse sp. z 0.0. — podstawa prawng przetwarzania jest
uzasadniony interes Administratora (art. 6 ust. 1 lit. f RODO) polegajgcy na prowadzeniu analiz na temat tego,
jakie grupy konsumentow korzystaja z Aplikaciji;

4.28.2. zapewnienia mozliwosci przystapienia Uczestnikom do badan organizowanych przez In-Pulse sp. z 0.0.
- podstawg prawng przetwarzania jest zgoda wyrazona przez Uczestnika (art. 6 ust 1 lit. a RODO);

4.28.3. wysytki komunikacji push do Uczestnikow, ktérzy wyrazili zgode na udziat w badaniach, z linkiem do
ankiet badawczych - podstawg prawng przetwarzania jest uzasadniony interes Administratora (art. 6 ust. 1lit. f
RODO) w zwiazku z wyrazong przez Uczestnika zgoda na udziat w badaniach rynkowych;

4.28.4. ustalenia i dochodzenia roszczen lub obrony przed nimi - podstawg prawng przetwarzania jest
uzasadniony interes Administratora (art. 6 ust. 1lit. f RODO) polegajgcy na obronie jego interesow
gospodarczych.

4.29. Administratorem danych w zakresie wykonywania prowadzenia badan rynkowych jest In-Pulse sp. z 0.0.
Wiecej informacji na temat przetwarzania danych osobowych przez In-Pulse sp. z 0.0. znajduje sie w Polityce
Prywatnosci In-Pulse sp. z 0. o.

SERWER ZABKA

4.30. Administrator zapewnia Uczestnikom mozliwo$é rejestracji i korzystania z Serwera Zabka na portalu
www.discord.com. Rejestracja na Serwerze Zabka nie wymaga posiadania Profilu w Aplikaciji. W sytuacii, gdy
Uczestnik chce otrzymywaé nagrody za udziat w aktywacjach dostepnych na Serwerze Zabka, powinien
dokona¢ autoryzacji za posrednictwem Aplikacji. W tym celu Administrator wyswietli Uczestnikowi
powiadomienie push w Aplikacji bgdz skieruje na numer telefonu pobrany z Superloginu i przypisany do Konta
wiadomos$¢ SMS z autoryzacyjnym kodem PIN.

4.31. Powyzsze oznacza, ze Dane osobowe Uczestnika, ktdry rejestruje sie na Serwerze Zabka, w tym dane
obejmujace jego numer telefonu, beda przetwarzane w celu autoryzacji Uczestnika za posrednictwem
Aplikacji - podstawa prawna przetwarzania jest niezbednosc przetwarzania do zawarcia i wykonania umowy o
korzystanie z Serwera Zabka (art. 6 ust. 1 lit. b RODO).



4.32. Rejestracja i korzystanie z Serwera Zabka oraz przetwarzanie Danych osobowych Uczestnikéw
korzystajgcych z Serwera Zabka, odbywa sie na zasadach okreslonych w Regulaminie Serwera Zabka, ktory
dostepny jest pod linkiem: [https://www.zabka.pl/regulamin-discord].

KOMUNIKACJA Z UCZESTNIKIEM

4.33. W zwigzku z udziatem w Programie Uczestnik bedzie otrzymywat powiadomienia w postaci SMS, MMS
lub wiadomosci e-mail komunikatéw wyswietlanych na urzadzeniu mobilnym Uczestnika zawierajace
powiadomienia o braku aktywnosci Uczestnika w ramach Programu; powiadomienia o koniecznosci
potwierdzenia przez Uczestnika adresu e-mail podanego podczas rejestracji w Programie wraz z informacja, w
jaki sposob Uczestnik moze potwierdzi¢ ten adres e-mail; powiadomienia o zblizajgcym sie terminie
wygasniecia Kuponu; powiadomienia o ptatnosciach i aktywnosci Uczestnika w Zappka Pay; powiadomienia o
zakupie Towaréw w Zabka Nano, w tym o statusie zakupéw (np. facznej sumie naleznosci, statusie ptatnosci za
zakupy) w Zabka Nano w ramach Ustugi Zabka Nano; powiadomienia o koniecznosci autoryzacji Uczestnika w
Aplikacji w zwigzku z korzystaniem z Serwera Zabka, powiadomienia dotyczace E-Paragondow w ramach Ustugi
E-Paragondw, powiadomienia o zmianie Regulaminu lub zakonczeniu Programu

4.34. Jezeli Uczestnik zezwolit na otrzymywanie powiadomien push o zgromadzonych w ramach Profilu
Zappsach, bedzie otrzymywat powiadomienia push zawierajace informacje o Zappsach uzyskanych przez
Uczestnika w Programie.

4.35. Jezeli Uczestnik korzystajgcy z Aplikacji dopuscit otrzymywanie marketingowych powiadomien push na
swoim urzadzeniu mobilnym, bedzie on dodatkowo otrzymywat powiadomienia push o nowych ofertach,
ustugach, konkursach oraz promocjach dostepnych w Aplikaciji.

4.36. Kazda wyrazona zgode Uczestnik moze wycofa¢ w dowolnym momencie. Wycofanie zgody moze
nastgpic¢ poprzez zmiane ustawien w ustawieniach Profilu w Aplikacji lub w ustawieniach Aplikacji w
urzagdzeniu mobilnym Uczestnika.

MARKETING

4.37. Administrator przetwarza, w tym za posrednictwem Aplikacji dane osobowe Uczestnikéw w celu
realizowania dziatarh marketingowych, ktére moga polegac¢ na:

4.37.1. wyswietlaniu Uczestnikowi tresci marketingowych, ktore nie sg dostosowane do jego preferencji
(reklama kontekstowa);

4.37.2. wyswietlaniu Uczestnikowi tresci marketingowych odpowiadajacych jego zainteresowaniom (reklama
behawioralna);

4.37.3. wyswietlaniu Uczestnikowi poza Aplikacjg spersonalizowanych tresci marketingowych na podstawie
zebranych i dopasowanych w systemach reklamowych identyfikatoréw reklamowych MAID (reklama
programatyczna);

4.37.4. prowadzeniu innego rodzaju dziatan zwigzanych z marketingiem bezposrednim wtasnych towarow i
ustug oraz towardw i ustug partneréw Administratora obejmujgcych organizacje akcji konkursowych
(przesytanie informacji handlowych drogg elektroniczng oraz dziatania telemarketingowe). Wiecej na temat
partnerow sprawdz w pkt 9. Polityki.

4.38. W celu realizowania dziatan marketingowych Administrator wykorzystuje profilowanie. Oznacza to, ze
dzieki automatycznemu przetwarzaniu danych Administrator dokonuje oceny wybranych czynnikéw
dotyczacych oséb fizycznych w celu analizy ich zachowania lub stworzenia prognozy na przysztos¢. Wiece;j
informacji o profilowaniu znajduje sie w sekcji ,PROFILOWANIE”.

Reklama kontekstowa

4.39. Administrator przetwarza dane osobowe Uczestnikow dla celdow marketingowych w zwigzku z
kierowaniem do Uczestnikow reklamy kontekstowej (tj. reklamy, ktdra nie jest dopasowana do preferencji
Uczestnika). Przetwarzanie danych osobowych odbywa sie wowczas w zwigzku z realizacjg uzasadnionego
interesu Administratora (art. 6 ust. 1 lit. f RODO) polegajacego na prowadzeniu dziatan marketingowych
wtasnych towardow i ustug.

Reklama behawioralna

4.40. Administrator przetwarza dane osobowe Uczestnikow, dla celéw marketingowych w zwigzku z
kierowaniem do Uczestnikow reklamy behawioralnej (j. reklamy, ktéra jest dopasowana do preferencji
Uczestnika). Przetwarzanie danych osobowych obejmuje wowczas takze profilowanie Uczestnikow.
Wykorzystanie zebranych za posrednictwem tej technologii danych osobowych w celach marketingowych, w
szczegolnosci w zakresie promowania ustug i towaréw podmiotow trzecich, wymaga uzyskania zgody
Uczestnika. Zgoda ta moze by¢ w kazdym momencie wycofana.


https://www.zabka.pl/regulamin-discord

Reklama programatyczna

4.41. Administrator przetwarza dane osobowe Uczestnikéw dla celéw marketingowych w zwigzku z
kierowaniem do Uczestnikow reklamy programatycznej z wykorzystaniem identyfikatora MAID (t]. reklamy
wyswietlanej na urzadzeniach mobilnych na podstawie unikalnego identyfikatora reklamowego przypisanego
do danego urzadzenia). Przetwarzanie danych osobowych obejmuje w szczegdlnosci analize dziatan
uzytkownika w Aplikacij oraz profilowanie, majgce na celu prezentowanie dopasowanych do zainteresowan
Uczestnika tresci reklamowych poza Aplikacjg (w innych aplikacjach mobilnych oraz na stronach
internetowych). Wiecej informacji przeczytasz w punkcie ,Reklama programatyczna, identyfikatory MAID i
retargeting”.

Akcje promocyjne dostepne w Aplikacji

4.42. Administrator przetwarza dane osobowe Uczestnikow w celu organizacji akcji promocyjnych
obejmujacych akcje konkursowe, w tym w oparciu o informacje o dokonywanych przez Uczestnika zakupach,
sposobie ptatnosci lub o wystawcy karty ptatniczej lub byciu klientem okreslonego banku - w przypadku
organizacji akcji promocyjnych we wspoétpracy z wystawcami kart ptatniczych lub bankami. Podstawg prawna
przetwarzania jest niezbedno$¢ do wykonania umowy o udziat w Programie (art. 6 ust. 1 lit. b) RODO).

Marketing bezposredni

4.43. Dane osobowe Uczestnika mogg by¢ rowniez wykorzystywane przez Administratora, aby kierowac¢ do
niego tresci marketingowe réznymi kanatami, tj. za posrednictwem poczty e-mail, Whatsapp, drogg MMS /
SMS lub telefonicznie lub za pomocg powiadomien push. Takie dziatania sg podejmowane przez
Administratora wytgcznie w przypadku, gdy Uczestnik wyrazit na nie zgode, ktérg moze wycofa¢ w dowolnym
momencie w ustawieniach Profilu w Aplikaciji.

4.44. Dane osobowe Uczestnika mogg by¢ rowniez udostepniane podmiotom wspodtpracujgcym z
Administratorem w celu kierowania do Uczestnika tresci marketingowych przez te podmioty réznymi kanatami,
tj. za posrednictwem poczty e-mail, drogg MMS / SMS |ub telefonicznie. Takie dziatania sg podejmowane
przez Administratora wytacznie w przypadku, gdy Uczestnik wyrazit na nie zgode, ktorg moze wycofa¢ w
dowolnym momencie w ustawieniach Profilu w Aplikaciji.

PROFILOWANIE

4.45. Dane osobowe Uczestnika, w tym dane dotyczace aktywnosci, preferenc;ji i lokalizacji (w przypadku
wyrazenia odpowiedniej zgody), sg przetwarzane w sposéb zautomatyzowany w celu utworzenia
charakterystyki Uczestnika (profilowanie). Nastepnie, w oparciu o profilowanie, Organizator przygotowuje i
przedstawia Uczestnikowi spersonalizowang oferte promocyjnag dotyczaca asortymentu w Sklepach lub
nagrod w Programie.

4.46. Spersonalizowana oferta promocyjna jest przygotowywana w szczegdlnosci na podstawie analizy:

4.46.1. historii zakupow w Sklepach, w szczegdlnosci wskazujacej na rodzaj i ilos¢ kupowanych produktéw oraz
preferowany czas dokonywania zakupow;

4.46.2. sposobu korzystania z Aplikacji, w szczegdlnosci wskazujgcej na preferowane przez Uczestnika
Promocje i Kupony;

4.46.3. danych o lokalizacji i przemieszczeniu sie urzgdzenia mobilnego Uczestnika, w szczegdlnosci
wskazujgcej na odwiedzane przez Uczestnika Sklepy (w przypadku, gdy Uczestnik w ustawieniach Aplikacji lub
swojego urzadzenia mobilnego zgadza sie na dostep przez Aplikacje do danych o lokalizacji);

4.46.4. innych danych osobowych podanych przez Uczestnika (np. dotyczacych wieku) lub pozyskanych przez
Administratora z innych zrodet.

4.47. Przygotowywanie i przedstawianie spersonalizowanych ofert promocyjnych w Programie stanowi
integralny element Programu i nalezy do podstawowych funkcjonalnosci Aplikacji. Osoba, ktéra nie chce
otrzymywac zindywidualizowanych ofert promocyjnych, nie powinna bra¢ udziatu w Programie — w takim
przypadku mozliwe jest nabycie produktéw w Sklepach poza Programem, w regularnych cenach lub w
ramach ogdlnodostepnych akcji promocyjnych. Uczestnik moze réwniez w kazdym czasie zrezygnowac z
udziatu w Programie usuwajgc Profil. Wiecej informacji o uprawnieniach przystugujgcych Uczestnikowi
znajduje sie w pkt 7.

GEOLOKALIZACJA

4.48. Dane osobowe Uczestnika obejmujace informacje o lokalizacji sg przetwarzane podczas korzystania
przez Uczestnika w Aplikacji z Ustugi Zabka Nano. Podstawa przetwarzania danych jest zgoda Uczestnika (art.
6 ust. 1lit. a RODO) wyrazana poprzez zezwolenie Aplikacji na korzystanie z ustug lokalizacji urzadzenia
koncowego nalezgcego do Uczestnika. Zgoda moze by¢ w kazdym momencie wycofana poprzez cofniecie
uprawnien Aplikacji w urzagdzeniu mobilnym Uczestnika w zakresie dostepu do informacji o lokalizaciji.



5. REKLAMA PROGRAMATYCZNA, IDENTYFIKATORY MAID | RETARGETING

5.1. Administrator korzysta z ustug marketingowych i analitycznych, w tym z reklam programatycznych, ktére
moga wykorzystywac identyfikatory reklamowe urzadzenn mobilnych MAID, takie jak Google Advertising ID
(GAID) - na urzadzeniach z systemem Android lub Identifier for Advertisers (IDFA) - na urzagdzeniach Apple z
systemem iOS oraz Open Advertising ID (OAID) — m. in. na urzadzeniach Huawei, Xiaomi.

5.2. Dane osobowe Uczestnika, w tym identyfikator reklamowy MAID, aktywnos$¢ w Aplikacji, w szczegdlnosci
historia zakupdw, zainteresowania, dane urzadzenia mobilnego, dane demograficzne (jak np. wiek, pte¢),
lokalizacja sklepu, w ktorym dokonano zakupoéw bedg wykorzystywane do wyswietlania Uczestnikom, ktorzy
wyrazili zgode na przetwarzanie ich danych osobowych, reklam dopasowanych do profilu Uczestnika
(profilowanie; wiecej o profilowaniu zobacz w sekgcji ,Profilowanie”). Reklamy moga by¢ wyswietlane w innych
aplikacjach mobilnych i serwisach internetowych dzieki naszym partnerom reklamowym, takim jak platformy
DSP, SRN (Self Reporting Network), platformy retargetingowe, sieci afiliacyjne i sieci reklamowe (reklama
programatyczna).

5.3. Przetwarzanie danych obejmuje nastepujace cele:

5.3.1. wys$wietlanie spersonalizowanych reklam Zabka Polska sp. z 0.0. poza Aplikacja - podstawa prawng
przetwarzania danych jest zgoda Uczestnika (art. 6 ust. 1lit. a RODO);

5.3.2. udostepnienie przez Zabka Polska sp. z 0.0. identyfikatora MAID Uczestnika partnerom reklamowym w
celu emisji reklam Zabka Polska sp. z 0.0. poza Aplikacja (w innych aplikacjach mobilnych lub stronach
internetowych, ktore Uczestnik odwiedza) — podstawa prawna przetwarzania danych jest zgoda Uczestnika
(art. 6 ust. 1lit. a RODO);

5.3.3. udostepnienie przez Zabka Polska sp. z 0.0. identyfikatora MAID Uczestnika partnerom w celu
targetowania kampanii reklamowych ich klientéw — MAID Uczestnika moze by¢ udostepniany wybranym
partnerom reklamowym (np. platformom DSP, sieciom reklamowym, SRN (Self Reporting Network), platformom
retargetingowym, sieciom reklamowym, agencji badawczo-marketingowej In-Pulse sp. z 0.0.), ktdérzy moga
wykorzystywac go do targetowania reklam wtasnych klientéw (podmiotow trzecich), niezwigzanych
bezposrednio z Aplikacjg — podstawg prawng przetwarzania danych jest zgoda Uczestnika (art. 6 ust. 1lit. a
RODO);

5.3.4. prowadzenie analizy skutecznosci reklam i zwrotu z inwestycji w reklame (ROI) - MAID Uczestnika moze
by¢ uzywany do sledzenia efektywnosci kampanii, w tym przypisywania konwersji (np. zakupéw, instalacji) do
konkretnych dziatan reklamowych - podstawg prawng przetwarzania danych jest zgoda Uczestnika (art. 6 ust.
1lit. a RODO).

5.4. Kazdg wyrazong zgode Uczestnik moze dowolnym momencie wycofa¢. Wycofanie zgody nie wptywa na
zgodnos¢ z prawem przetwarzania dokonanego przed jej wycofaniem.

5.5. Jezeli Uczestnik wyrazit stosowng zgode w Aplikacji, Administrator udostepnia dane osobowe Uczestnika
do In-Pulse sp. z 0.0. Podstawg prawng udostepnienia jest wyrazona przez Uczestnika zgoda (art. 6 ust. 1lit. a)
RODO). In-Pulse sp. z 0.0. moze przetwarzac¢ dane osobowe Uczestnikow do wyswietlania im kampanii
reklamowych swoich klientow (reklamodawcow) niezwigzanych z Aplikacja. Wyrazong zgode mozna wycofac
w dowolnym momencie. Wycofanie zgody nie wptywa na zgodnos¢ z prawem przetwarzania dokonanego
przed jej wycofaniem. O przetwarzaniu danych osobowych przez In-Pulse sp. z 0.0. mozesz przeczytac tutaj.
B.6. Administrator korzysta z narzedzia AppsFlyer, ktére umozliwia prowadzenie analiz i badan efektywnosci
realizowanych kampanii marketingowych. W tych celach AppsFlyer w imieniu Administratora przetwarza dane
zwigzane z interakcjami Uzytkownika z kampanig tj. klikniecia, wyswietlone reklamy oraz inne interakcje z
aplikacja oraz ustugami Administratora. AppsFlyer ma rowniez dostep do danych o urzadzeniu, z ktérego
Uzytkownik dokonuje takich interakcji. Dane zebrane przy pomocy narzedzia moga by¢ wykorzystywane przez
Administratora do personalizowania wyswietlanych tresci. AppsFlyer moze udostepnia¢ dane niektorym
partnerom reklamowym (tzw. platformom DSP - Demand-Side Platforms, sieciom reklamowym, SRN - Self
Reporting Network, platofrmom retargetingowym, sieciom afiliacyjnym) w celu emisji reklam dopasowanych
do zainteresowan Uczestnika, w modelu tzw. reklamy programatycznej. Dane moga obejmowac miedzy innymi:
MAID (IDFA/GAID/OAID), adres IP, dane techniczne urzadzenia (typ, system operacyjny, jezyk, model), dane o
aktywnosci w Aplikacji (np. historie zakupdw, zainteresowania, zdarzenia).

5.7. Administrator wspodtpracuje z domami mediowymi oraz platformami DSP w celu wyswietlania Uczestnikom
reklamy programatycznej poza Aplikacjg — w innym aplikacjach mobilnych lub stronach internetowych
odwiedzanych przez Uczestnika. Administrator wspodtpracuje z nastepujacymi podmiotami:

Justtag

5.8. Administrator wspotpracuje z Justtag sp. z 0.0. (ul. Al. Ujazdowskie 13, 00-567 Warszawa) dostawca
rozwigzan technologicznych umozliwiajgcych prowadzenie reklamy programatycznej z wykorzystaniem MAID
(Mobile Advertising ID) oraz danych dotyczacych zachowania uzytkownika w aplikacjach i internecie. Justtag
przetwarza dane osobowe w celu targetowania i optymalizacji kampanii reklamowych, w tym na potrzeby


https://zappka.app/polityka-prywatnosci-in-pulse

tworzenia segmentow odbiorcow. Wiecej informacji o przetwarzaniu danych przez Justtag znajdziesz w
polityce prywatnosci: https://justtag.com/polityka-prywatnosci.

Proxi.cloud

5.9. Administrator wspdtpracuje z Proxi.cloud sp. z 0.0. (ul. Sw. Antoniego 2/4, 61-108 Poznan), dostawca
rozwiagzan z zakresu geotrackingu i analityki mobilnej. Proxi.cloud przetwarza dane z urzagdzen mobilnych (m.in.
MAID, dane lokalizacyjne, dane o aktywnosci w aplikacjach) w celu analizy zachowan uzytkownikow i
prowadzenia dziatarh marketingowych, w tym targetowania reklam na podstawie lokalizacji. Wiecej o
przetwarzaniu danych przez Proxi.cloud przeczytasz w polityce prywatnosci Proxi.cloud:

https://proxi.cloud/polityka-prywatnosci/.

Google Advertising Products

5.10. Administrator wykorzystuje produkty reklamowe Google Ireland Limited (Gordon House, Barrow Street,
Dublin 4, Irlandia), w tym Google Ads, Display & Video 360 oraz Campaign Manager 360, w celu prowadzenia
kampanii marketingowych opartych m.in. na identyfikatorach MAID oraz danych o zachowaniu uzytkownika w
internecie i aplikacjach. Narzedzia te umozliwiajg emisje reklam dopasowanych do zainteresowan Uczestnika
oraz mierzenie skutecznosci kampanii. Dane mogg by¢ wykorzystywane przez Google do celdw analitycznych
i reklamowych. Wiecej o przetwarzaniu danych przez Google przeczytasz w polityce prywatnosci Google
https://policies.google.com/privacy.

Meta

5.11. Administrator wykorzystuje narzedzia udostepniane przez Meta Platforms Ireland Ltd. (4 Grand Canal
Square, Grand Canal Harbour, Dublin 2, Irlandia), w tym Piksel Facebooka i SDK aplikacji mobilnych, do
prowadzenia reklamy programatycznej oraz mierzenia skutecznosci kampanii. W ramach tych dziatan Meta
moze przetwarzac¢ dane osobowe, takie jak MAID, adres IP, informacje o urzadzeniu i aktywnosci w aplikacjach.
5.12. Administrator korzysta rowniez z Audience Network — platformy reklamowej udostepnianej przez Meta
Platforms Ireland Ltd. w ramach szerszych dziatan reklamowych prowadzonych na platformach Meta
(Facebook, Instagram). Audience Network umozliwia wyswietlanie reklam réwniez poza ustugami Meta, w
aplikacjach mobilnych i witrynach wspétpracujgcych wydawcow, przy wykorzystaniu identyfikatoréw MAID i
danych o aktywnosci uzytkownikow.

5.13. Wiecej o przetwarzaniu danych przez Meta przeczytasz w polityce prywatnosci Meta
https://www.facebook.com/privacy/policy.

Adform A/S

5.14. Administrator korzysta z technologii dostarczanych przez Adform A/S (Silkegade 3B, 1113 Kopenhaga,
Dania), umozliwiajgcych emisje reklam programatycznych na podstawie identyfikatorow MAID oraz danych
dotyczacych aktywnosci uzytkownikow w aplikacjach i przegladarkach. Przetwarzanie danych moze
obejmowac profilowanie i automatyczne podejmowanie decyzji marketingowych. Wiecej informacji o
przetwarzaniu danych przez Adform znajduje sie w polityce prywatnosci: https://site.adform.com/privacy-
center/overview.

5.15. Meta oraz AdForms przetwarzajg dane osobowe Uczestnikow rowniez jako wspotadministratorzy.
Przeczytaj zasadniczg tre$¢ uzgodnien pomiedzy wspotadministratorami dla poszczegdlnych podmiotow:
5.15.1. zasadnicza tres¢ uzgodnien dotyczaca wspotadministrowania z Meta jest dotepna tutaj;

5.15.2. zasadnicza tres¢ uzgodnien dotyczgca wspdétadministrowania z Adform jest dotepna tutaj.

6.Z JAKICH INNYCH NARZEDZI MARKETINGOWYCH | ANALITYCZNYCH KORZYSTAMY?

6.1. Administrator oraz jego partnerzy stosuja rozne rozwigzania i narzedzia wykorzystywane dla celéw
marketingowych i analitycznych. Ponizej znajdujg sie podstawowe informacje na temat tych narzedzi. W
przypadku wykorzystania narzedzi partnera Administratora szczegétowe informacje w tym zakresie mozna
znalez¢ w polityce prywatnosci danego partnera ktéra ma zastosowanie, gdy Dane osobowe przetwarzane sg
przez takiego partnera jako niezaleznego administratora danych osobowych lub jako wspdétadministratora,
przetwarzajacego Dane osobowe we wspdlnych celach ustalonych z Zabka Polska.

FACEBOOK CUSTOM AUDIENCES

6.2. Marketing produktéw i ustug oferowanych przez Zabka Polska wobec Uczestnikéw moze odbywaé sie z
wykorzystaniem narzedzia Facebook Custom Audiences (Grupy niestandardowych odbiorcow). Facebook
Custom Audience jest to narzedzie pozwalajgce Administratorowi wczyta¢ posiadang baze adreséw e-mail lub
numerdw telefonéw lub MAID do narzedzi Facebook w celu sprawdzenia, czy na platformie Facebook zostaty
utworzone konta uzytkownikow z uzyciem takich samych adreséw e-mail lub numeréw telefonéw lub MAID. W
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przypadku potwierdzenia zbieznosci adreséw e- mail lub numerdéw telefonu lub MAID uzytkownikom
platformy Facebook mogg zosta¢ wyswietlane po zalogowaniu reklamy Administratora. Wiecej informacji na
temat niestandardowych grup odbiorcow znajdziesz tu: https://pl-
pl.facebook.com/business/help/341425252616329?id=2469097953376494.

STORYLY

6.3. Storyly to zestaw narzedzi utatwiajgcych Administratorowi tworzenie w Aplikacji tresci marketingowych
oraz umozliwiajgcych mierzenie efektywnosci kampanii marketingowych. Narzedzie pozwala na
zaawansowang analityke danych w celu optymalizacji dziatan Administratora.

SYNERISE

6.4. Synerise to stuzace do zbierania informacji o zachowaniu Uczestnika w Aplikacji. Wykorzystywane jest do
tworzenia profilu Uczestnika i dopasowywania tresci wyswietlanych w Aplikacji do utworzonego profilu
Uczestnika.

SALESFORCE

6.5. Administrator korzysta z rozwigzania Salesforce sktadajacego sie z wielu narzedzi marketingowych,
sprzedazowych i analitycznych stuzacych do budowania, zarzgdzania i utrzymywania relacjami z Uczestnikami
jako klientami.

FIREBASE

6.6. Firebase to zestaw narzedzi wykorzystywanych przez Administratora do zarzadzania uwierzytelnianiem,
pomiaru i analizy aktywnosci Uczestnika w Aplikacji, zapewnienia spersonalizowanej konfiguracji Aplikaciji, jak
réowniez umozliwienia potgczenie miedzy Serwisem, a Aplikacjg w celu dostarczania i odbierania wiadomosci i
powiadomien. Uzywane narzedzia pozwalajg rowniez na raportowanie ewentualnych awarii w czasie
rzeczywistym, identyfikacje zrodta btedu i urzadzenia, na ktérym btad wystapit oraz ich naprawe.

GOOGLE ANALYTICS

6.7. Administrator wykorzystuje narzedzie Google Analytics, ktére stuzy do zaawansowanej analityki
pozwalajgcej na analize sposobu korzystania z Aplikacji przez Uzytkownika, do tworzenia statystyk i raportow
dotyczacych funkcjonowania Profilu. Narzedzie wykorzystuje m. in. informacje o urzadzeniu, z ktérego korzysta
uzytkownik, informacje demograficzne i geograficzne (np. przyblizona lokalizacja), zachowania uzytkownikow,
adres IP. Dostawca tego narzedzia (Google) nie wykorzystuje zebranych danych do identyfikacji Uzytkownika
ani nie taczy tych informacji w celu umozliwienia identyfikaciji.

GOOGLE ADS

6.8. Administrator wykorzystuje narzedzie Google Ads, ktére umozliwia mierzenie skutecznosci kampanii
reklamowych realizowanych przez Administratora, pozwalajgc na analityke takich danych jak np. stowa
kluczowe czy liczba unikalnych uzytkownikow. Platforma Google Ads pozwala tez na wyswietlanie reklam
Administratora osobom, ktére w przesztosci korzystaty z Aplikaciji.

GOOGLE TAG MANAGER

6.9. Administrator wykorzystuje narzedzie Google Tag Manager do zarzadzania skryptami w Aplikaciji.
Narzedzie to dotyczy m.in. skryptdw zwigzanych ze zgodami udzielonymi przez Uzytkownika, skryptow
$ledzacych zachowanie Uzytkownika przez narzedzia analityczne takie jak Google Analytics, czy $ledzenia
konwers;ji z systemow reklamowych takich jak Google Ads. W zwigzku z wykorzystaniem narzedzia, jego
dostawca (Google) zbiera zagregowane dane dotyczace uruchamiania tych skryptéw, bez mozliwosci
identyfikacji konkretnego Uzytkownika.

SENTRY

6.10. Administrator wykorzystuje narzedzie Sentry do monitorowania, diagnozowania, naprawiania i
optymalizacji oprogramowania. Sentry pozwala Administratorowi $ledzi¢, rejestrowac i analizowac¢ problemy
wystepujgce w czasie rzeczywistym, takie jak wyjatki, btedy aplikacji, czy awarie. Sentry automatycznie zbiera
szczegotowe informacje o kazdym btedzie, w tym kontekst dotyczacy srodowiska i stanu aplikacji w momencie
wystgpienia problemu. Dzieki temu Administrator moze szybko zidentyfikowac, zrozumiec i naprawic¢ btedy, co
przyczynia sie do poprawy stabilnosci i jakosci Aplikacji.

7. JAK DLUGO PRZETWARZAMY DANE OSOBOWE?
7.1. Okres przetwarzania danych przez Administratora zalezy od rodzaju $wiadczonej ustugi i celu
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przetwarzania. Co do zasady dane przetwarzane sa przez czas $wiadczenia ustugi, do czasu wycofania
wyrazonej zgody lub zgtoszenia skutecznego sprzeciwu wzgledem przetwarzania danych w przypadkach, gdy
podstawg prawng przetwarzania danych jest uzasadniony interes Administratora. W celu przeciwdziatania
naduzyciom oraz w celu rozpatrzenia ewentualnych reklamacji Uczestnika dane osobowe sg przetwarzane
przez okres 6 miesiecy liczac od zakonczenia udziatu w Programie.

7.2. Dane zebrane przez Administratora w ramach korzystania przez Uczestnika z Ustugi Zabka Nano i obstugi
Sklepu bezobstugowego (w tym obraz monitoringu) na potrzeby rozliczenia i udokumentowania sprzedazy w
Sklepie bezobstugowym oraz rozpatrywania reklamacji wymagajgcych dostepu do obrazu monitoringu, beda
przetwarzane przez okres do 2 tygodni od daty wizyty w Sklepie bezobstugowym. Dane niezbedne do
doskonalenia technologii Sklepu bezobstugowego sg usuwane lub anonimizowane niezwtocznie po ich
wykorzystaniu.

7.3. Okres przetwarzania danych moze by¢ przedtuzony w przypadku, gdy przetwarzanie jest niezbedne do
ustalenia i dochodzenia ewentualnych roszczen lub obrony przed nimi, a po tym czasie jedynie w przypadku i
w zakresie, w jakim bedg wymagac tego przepisy prawa. Po uptywie okresu przetwarzania dane sa
nieodwracalnie usuwane lub anonimizowane.

7.4. Administrator usuwa dane osobowe bezpowrotnie dopiero wtedy, gdy nie bedg one potrzebne do
zadnego celu przetwarzania. Niektore dane moze usung¢ pozniej od innych — moze sie tak zdarzy¢, gdy nie
bedzie ich potrzebowac do realizacji jednego celu przetwarzania, ale wcigz beda niezbedne w innym celu.
7.5. Gdy Uczestnik samodzielnie usunie Profil, utraci dostep do swoich danych w ramach aktywnego Profilu.
Moze mie¢ dostep do tych danych wytacznie, jesli skorzysta z prawa dostepu do danych, a Administrator
nadal bedzie je przetwarzac. Informacje, jak skorzysta¢ z prawa dostepu do danych, znajdujg sie w dalszej
czesci Polityki.

7.6. Administrator rowniez moze usunac Profil Uczestnika. Zasady, zgodnie z ktérymi moze to zrobic,
szczegotowo opisano w Regulaminie. W takim wypadku takze Uczestnik utraci dostep do swoich danych w
ramach Profilu, ale bedzie mogt skorzystac z prawa dostepu do danych i innych przystugujgcych mu praw.

8. UPRAWNIENIA UCZESTNIKA

8.1. Uczestnikowi przystuguje prawo: dostepu do tresci danych oraz zgdania ich sprostowania, usuniecia,
ograniczenia przetwarzania, prawo do przenoszenia danych oraz prawo wniesienia sprzeciwu wzgledem
przetwarzania danych, a takze prawo wniesienia skargi do organu nadzorczego zajmujgcego sie ochrong
danych osobowych.

8.2. W zakresie, w jakim dane Uczestnika przetwarzane sg na podstawie zgody, mozna jg wycofa¢ w dowolnym
momencie, kontaktujac sie z Administratorem, usuwajgc dane podane dobrowolnie lub korzystajac z
funkcjonalnosci udostepnionych w Aplikacji. Wycofanie zgody nie wptywa na zgodnos¢ z prawem
przetwarzania, ktorego dokonano na podstawie zgody przed jej wycofanie.

8.3. Uczestnik ma prawo zgtoszenia sprzeciwu wzgledem przetwarzania danych dla celow marketingowych,
jesli przetwarzanie odbywa sie w zwigzku z uzasadnionym interesem Administratora, a takze - z przyczyn
zwigzanych ze szczegodlng sytuacjg Uczestnika — w innych przypadkach, gdy postawa prawna przetwarzania
danych jest uzasadniony interes Administratora (np. w zwigzku z realizacjg celéw analitycznych i
statystycznych).

8.4. W celu wykonania wyzej wymienionych praw, Uczestnik powinien skontaktowac sie z Administratorem
mailowo pod adresem e-mail: [IOD@zabka.pl lub za pomoca danych kontaktowych wskazanych w pkt 1.

8.5. Jesli Uczestnik ma watpliwosci odnosnie zgodnosci z prawem przetwarzania jego danych osobowych,
przystuguje mu prawo do wniesienia skargi do organu nadzorczego, ktorym w Polsce jest Prezes Urzedu
Ochrony Danych Osobowych.

9. KOMU ADMINISTRATOR PRZEKAZUJE DANE OSOBOWE

9.1. W zwigzku z realizacjg ustug dostepnych w Aplikacji, dane osobowe bedg ujawniane zewnetrznym
podmiotom dziatajgcym na zlecenie Administratora, w tym w szczegdlnosci dostawcom odpowiedzialnym za
obstuge systemow informatycznych, kurierom (w zwigzku z odbiorem nagrody).

9.2. W przypadku korzystania z Ustugi E-Paragonow, dane osobowe Uczestnika bedg ujawniane podmiotowi
trzeciemu prowadzgcemu Sklep i wspotpracujgcemu z Administratorem w ramach umowy wspotpracy
franczyzowej, ktory jest wystawcg E-Paragonu, na potrzeby obstugi zapytania Uczestnika dotyczgcego
takiego E-Paragonu. Dane osobowe Uczestnika zostang udostepnione do podmiotu prowadzgcego Sklep
tylko w przypadku, gdy ten podmiot trzeci jest wtasciwy do obstugi zapytania jako niezalezny administrator
danych osobowych (np. w przypadku zapytania o wystawienie duplikatu lub korekty E-Paragonu).

9.3. W przypadku korzystania z Ustugi Zabka Nano, dane osobowe Uczestnika beda ujawniane zewnetrznym
podmiotom dziatajgcym na zlecenie Administratora, w tym w szczegolnosci dostawcom ustug chmurowych,
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dostawcom odpowiedzialnym za obstuge systemoéw informatycznych, dostawcy technologii Sklepu
bezobstugowego oraz dostawcom obstugujgcym te technologie, a takze firmom analitycznym.

9.4. Administrator zastrzega sobie prawo ujawnienia wybranych informacji dotyczacych Uczestnika
wtasciwym organom badz osobom trzecim, ktdre zgtoszg zgdanie udzielenia takich informacji, opierajac sie na
odpowiedniej podstawie prawnej oraz zgodnie z przepisami obowigzujgcego prawa.

9.5. W przypadku uzyskania zgody Uczestnika jego dane mogg zosta¢ takze udostepnione partnerom
Administratora, takim jak: dostawcy towaréw i ustug oferowanych w sklepach Zabka, dostawcy towardw i
ustug oferowanych w ramach katalogu nagréd aplikaciji, operatorzy telekomunikacyjni, platformy mediéw
spotecznosciowych, administrator platformy Facebook, Google, subskrypcyjne platformy internetowe (np.
Netflix, Spotify), podmioty operujgce platformami w ramach ekonomii wspotdzielenia, banki, operatorzy
ptatnosci i kart ptatniczych, firmy kurierskie i operatorzy pocztowi do ich wtasnych celdw, w szczegdlnosci
celéw marketingowych. Szczegoétowe informacje o podmiotach, ktérym Pani / Pana dane zostaty
udostepnione mozna uzyskac kontaktujgc sie z Administratorem mailowo pod adresem: kontakt@zappka.pl.
9.6. Dane Uczestnikow mogg zosta¢ udostepnione partnerom Programu (np. kino) w celu realizacji nagrody.
Podstawg prawng udostepnienia danych jest prawnie uzasadniony interes Administratora oraz partnera
polegajacy na koniecznos$ci wywigzania sie ze zobowigzania do realizacji nagrody wybranej przez Uczestnika.
9.7. W przypadku korzystania przez Uczestnika z Ustugi Zabka Nano, Administrator udostepnia do podmiotu
prowadzacego Zabke Nano, ktdry jest strong umowy sprzedazy Towaréw nabytych przez Uczestnika
bezposrednio w Sklepie bezobstugowym, dane osobowe tego Uczestnika zgodnie z pkt 4.15i 4.16.

9.8. W przypadku korzystania przez Uczestnika z ustug mPay, oferowanych za posrednictwem Aplikacji, dane
osobowe tego Uczestnika obejmujgce: ID Uczestnika, dane zamowionego biletu komunikacji miejskiej
(miejscowosc, rodzaj biletu), Administrator udostepnia do mPay. Podstawa udostepnienia danych jest
niezbednos¢ do wykonania umowy zawartej pomiedzy Administratorem a Uczestnikiem.

9.9. W przypadku wyrazenia zgdd na przetwarzanie danych osobowych Uczestnika, w tym identyfikatora
reklamowego urzadzenia mobilnego (MAID) w celu wys$wietlania reklam poza Aplikacja, Administrator bedzie
udostepniat dane osobowe Uczestnika do In-Pulse sp. z 0.0. oraz partnerow reklamowych, w tym platform DSP
- na zasadach opisanych w pkt 5 Polityki.

10. Z JAKICH ZRODEL. ADMINISTRATOR POZYSKUJE DANE OSOBOWE?

10.1. Administrator moze wykorzystywac dane Uczestnikow pochodzace z zewnetrznych zrédet (np. profile
spotecznosciowe Administratora, odwiedzane strony WWW, dane o lokalizacji), w tym dane otrzymane z
portalu spotecznosciowego Facebook, portalu spotecznosciowego Instagram oraz od innych partneréw
Administratora, ktérych lista znajduje sie tutaj. Dane te mogg obejmowac historie aktywnosci i zachowan
Uczestnikow. Administrator bedzie przetwarzat je w celu lepszego poznania preferencji zakupowych
Uczestnikow i ciggtego doskonalenia spersonalizowanej oferty dostarczanej Uczestnikowi za pomoca Aplikaciji
na zasadach okreslonych w Polityce i Regulaminie.

10.2. Przy okazji swiadczenia Ustugi E-Paragonow, Administrator pozyskuje dane osobowe Uczestnikow (w tym
dane obejmujgce E-Paragony oraz dane zawarte na nich) od podmiotéw prowadzacych Sklepy, w ktérych
Uczestnicy dokonujg zakupu i skanujg Aplikacje. Podstawg prawng pozyskania Danych osobowych od
podmiotu prowadzgcego Sklep, przez Administratora, jest niezbedno$¢ do wykonania umowy o korzystanie z
Ustugi E-Paragondw, zawartej pomiedzy Administratorem a Uczestnikiem.

11. PRZEKAZYWANIE DANYCH POZA EOG

11.1. Poziom ochrony danych osobowych poza Europejskim Obszarem Gospodarczym (EOG) rézni sie od tego
zapewnianego przez prawo europejskie. Z tego powodu Administrator przekazuje dane osobowe poza EOG
tylko wtedy, gdy jest to konieczne i z zapewnieniem odpowiedniego stopnia ochrony, przede wszystkim
poprzez:

11.1.1. wspotprace z podmiotami przetwarzajgcymi dane osobowe w panstwach, w odniesieniu do ktérych
zostata wydana stosowna decyzja Komisji Europejskiej dotyczaca stwierdzenia zapewnienia odpowiedniego
stopnia ochrony Danych osobowych (,decyzja o adekwatnosci”); w niektorych wypadkach Komisja Europejska
wymaga dodatkowo, aby taki podmiot przetwarzajacy uczestniczyt w zatwierdzonych przez nig programach
zrzeszajgcych podmioty spoza EOG, ktdérych uczestnicy majg obowigzek zapewnienia Danym osobowym takg
samg ochrone, jaka przystuguje im w Unii Europejskiej (szczegotowe informacje znajdziesz tutaj);

11.1.2. stosowanie standardowych klauzul umownych wydanych przez Komisje Europejskg wraz z wymaganymi
dodatkowymi srodkami bezpieczenstwa, o ile zapewniajg one Danym osobowym takg sama ochrone, jaka
przystuguje im w Unii Europejskiej; (wzory umow znajdziesz tutaj);

11.1.3. stosowanie wigzgcych regut korporacyjnych, zatwierdzonych przez wtasciwy organ nadzorczy.

11.2. Dane osobowe Uczestnikow przekazywane sg poza EOG w nastepujacych przypadkach:
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11.2.1. w przypadku korzystania przez Uczestnika z Ustugi Zabka Nano i obstugi Sklepu bezobstugowego - do
dostawcy technologii Sklepu bezobstugowego $wiadczgcego ustugi na rzecz Administratora spoza
Europejskiego Obszaru Gospodarczego, tj. do AiFi Inc. z siedzibg w USA;

11.2.2. w przypadku obstugi zgtoszen technicznych zwigzanych w funkcjonowaniem Aplikacji — dostawca
systemu do obstugi Aplikacji spotka Synerise S.A. z siedzibg w Krakowie, przekazuje Dane osobowe do swoich
podwykonawcéw spoza Europejskiego Obszaru Gospodarczego, tj. do: Atlassian Inc. z siedzibg w USA oraz
Atlassian Pty Ltd. z siedzibg w Australii. W zwigzku ze swiadczeniem ustug, Atlassian Inc. i Atlassian Pty Ltd.
jako podwykonawcy spétki Synerise S.A. dziatajgcej na rzecz Administratora, moga przekazywac Dane
osobowe Uczestnikow do nastepujgcych krajow spoza Europejskiego Obszaru Gospodarczego: USA, Wielka
Brytania, Singapur, Australia, Indie, Japonia, Nowa Zelandia, Filipiny, Turcja, Wielka Brytania, Malezja.

11.2.3. dostawca systemu do obstugi Aplikaciji, tj. spdtka Synerise S.A. z siedzibg w Krakowie, moze przekazywac
Dane osobowe do swoich podwykonawcéw, tj.:

a) Cloudflare, Inc. z siedzibg w USA. Cloudflare, Inc. moze natomiast korzystac¢ z ustug dalszych
podwykonawcow z siedzibg poza Europejskim Obszarem Gospodarczym np. w zakresie wsparcia
technicznego;

b) Microsoft Ireland Operations Limited One Microsoft Place South County Business Park Leopardstown
Dublin 18, Irlandia. W zwigzku ze swiadczeniem ustug wsparcia Microsoft Ireland Operations Limited moze
korzystac z ustug dalszych podwykonawcow z siedzibg poza Europejskim Obszarem Gospodarczym w
szczegolnosci ze wsparcia Microsoft Corporation z siedzibg w USA;

11.2.4. w przypadku wziecia udziatu w badaniach satysfakcji, wrazen lub oczekiwan Uczestnika zwigzanych z
udziatem w Programie, dziataniem Aplikacji, w tym ustug i funkcjonalnosci dostepnych za posrednictwem
Aplikacji (w szczegdlnosci Ustugi Zabka Nano), a takze dotyczacych towaréw lub ustug objetych Promocjami,
dostawca swiadczgcy ustugi zwigzane z przeprowadzaniem badan satysfakcji — Get Feedback Racino,
Sadowski, Skowronek spdétka jawna z siedzibg w Warszawie - przekazuje Dane osobowe do swojego
podwykonawcy spoza Europejskiego Obszaru Gospodarczego, tj. Cloudflare, Inc. z siedzibg w USA. W zwigzku
ze $wiadczeniem ustug, Cloudflare, Inc. jako podwykonawca spétki Get Feedback Racino, Sadowski,
Skowronek spoétka jawna z siedzibg w Warszawie dziatajgcej na rzecz Administratora, moze przekazywac Dane
osobowe Uczestnikow do nastepujgcego kraju spoza Europejskiego Obszaru Gospodarczego: USA;

11.2.5. w przypadku zgtoszen kierowanych do CWK, w szczegdlnosci dotyczacych Programu oraz dziatania
Aplikacji - do dostawcy systemu stuzacego do obstugi zgtoszen swiadczacego ustugi na rzecz Administratora
spoza Europejskiego Obszaru Gospodarczego, tj. do Freshworks Inc. z siedzibg USA. Freshworks Inc. moze
korzystac z ustug dalszych podwykonawcow z siedzibg poza Europejskim Obszarem Gospodarczym np. w
zakresie wsparcia technicznego.

11.3. W przypadkach opisanych w pkt 11.2, w celu zapewnienia wysokiego stopnia ochrony danych osobowych
dane osobowe Uczestnika przekazywane sa:

11.3.1. w oparciu o decyzje Komisji Europejskiej stwierdzajgce odpowiedni poziom ochrony danych osobowych
w Wielkiej Brytanii — w zakresie podmiotow posiadajgcych siedzibe w Irlandii, a takze w Japonii i Nowej
Zelandii;

11.3.2. w oparciu o decyzje Komisji Europejskiej ws. adekwatnosci ochrony w odniesieniu do ram ochrony
danych UE - USA oraz w zwigzku ze wpisem na liste Data Privacy Framework — w przypadku przekazywania
danych osobowych do:

a) Cloudflare, Inc. z siedzibg w USA.

b) Freshworks Inc. z siedzibg w USA.

c) Microsoft Corporation z siedzibg w USA.

11.3.3. w pozostatym zakresie — w oparciu o standardowe klauzule umowne wydane przez Komisje Europejska,
o ktorych mowa w pkt 11.1.2.

11.4. Dodatkowo, Dane osobowe przetwarzane przez Administratora w ramach realizacji umowy o uczestnictwo
w Programie, sg przekazywane do podmiotow spoza Europejskiego Obszaru Gospodarczego (dalej: EOG), tj.:
11.4.1. w zwiazku z korzystaniem z narzedzia Storyly, Dane osobowe sg przekazywane przez Administratora do
dostawcy tego narzedzia, App Samurai Inc., zlokalizowanego w USA; Dane osobowe Uczestnika przekazywane
sg w oparciu o wydane przez Komisje Europejskg standardowe klauzule umowne, o ktérych mowa w pkt 11.1.2.
powyzej;

11.4.2. w zwiazku z korzystaniem z narzedzia Synerise, poniewaz dostawca tego narzedzia — Synerise S.A,,
przekazuje Dane osobowe do swoich podwykonawcéw zlokalizowanych poza EOG, tj.:

(a) Atlassian (UK) Operations Ltd. w Wielkiej Brytanii, Atlassian PTY Ltd Japonii oraz Atlassian New Zeland w
Nowej Zelandii — w oparciu o decyzje o adekwatnosci, o ktérej mowa w pkt 11.1.1. powyzej,

(b) Atlassian, Inc.— w oparciu o decyzje o adekwatnosci, o ktorej mowa w pkt 10.1.1 powyzej w zwigzku z



uzyskaniem przez tego podwykonawce wpisu na liste podmiotow samo-certyfikowanych w ramach programu
Data Privacy Framework;

(c) Atlassian PTE Ltd. w Singapurze, Atlassian PTY Ltd. w Australii, Atlassian India LLP w Indiach, Atlassian Inc.
w Filipinach, Atlassian w Turcji, Masteranalysis — w oparciu o wydane przez Komisje Europejskg standardowe
klauzule umowne, o ktorych mowa w pkt 11.1.2. powyze;j.

11.4.3. w zwigzku z wykorzystaniem przez Administratora narzedzia Firebase, poniewaz dostawcy komponentow
tego narzedazia, tj. Google LLC z siedzibg w USA oraz Google Ireland z siedzibg w Irlandii przekazujg dane do
swoich podwykonawcoéw $wiadczacych ustugi spoza EOG, tj.: Accenture, LLP z siedzibg w USA, EPAM
Systems, Inc. z siedzibg w USA, Firebase, Inc. z siedzibg w USA - w takim wypadku Dane osobowe sg
przekazywane poza EOG w oparciu o wydane przez Komisje Europejskg standardowe klauzule umowne, o
ktérych mowa w pkt 11.1.2. powyze;.

11.4.4. w zwiazku z przesytaniem komunikatéw marketingowych za posrednictwem Whatsapp - WhatsApp
Ireland Limited moze przekazywac Dane osobowe do swoich podwykonawcow zlokalizowanych poza EOG tj.:
(a) WhatsApp LLC w USA, Meta Platforms, Inc. w USA — w oparciu o decyzje o adekwatnosci, o ktorej mowa w
pkt 11.1.1 powyzej w zwigzku z uzyskaniem przez podwykonawcow wpisow na liste podmiotéw samo-
certyfikowanych w ramach programu Data Privacy Framework;

(b) Facebook Israel Limited w Izraelu — w oparciu o decyzje o adekwatnosci, o ktérej mowa w pkt 11.1.1.
powyzej;

(c) Facebook UK Limited w Wielkiej Brytanii, Facebook Singapore Pte Limited w Singapurze - w oparciu o
wydane przez Komisje Europejskg standardowe klauzule umowne, o ktérych mowa w pkt 11.1.2. powyzej;

(d) Andale Inc. w USA, Greater Kudu LLC w USA, Facebook Operations LLC w USA, Morning Hornet LLC w
USA, Raven Northbrook LLC w USA, Scout Development LLC w USA, Siculus Inc. w USA, Sidecat LLC w USA,
Stadion LLC w USA, Starbelt LLC w USA, Vitesse LLC w USA, Winner LLC d/b/a Ernst LLC w USA - w oparciu o
wydane przez Komisje Europejskg standardowe klauzule umowne, o ktérych mowa w pkt 11.1.2. powyzej;

11.4.5. w zwigzku z korzystaniem z narzedzia Google Analytics, poniewaz dostawca tego narzedzia - Google
Ireland Limited z siedzibg w Irlandii, przekazuje Dane osobowe do swoich podwykonawcow swiadczacych
ustugi spoza EOG, tj.:

a) Google UK Ltd w Wielkiej Brytanii, Google Israel Ltd. w Izraelu, TMJ, Inc. w Japonii, SCSK Serviceware
Corporation w Japonii, KK. Teledirect Japan, Jellyfish U.K. Limited w Wielkiej Brytanii, Accenture Japan Ltd. w
Japonii — w takim wypadku Dane osobowe sg przekazywane poza EOG w oparciu o decyzje o adekwatnosci,
o ktdrej mowa w pkt 11.1.1. powyzej;

b) Google Peru S.R.L. w Peru, Google Kenya Limited w Kenii, Google FZ LLC w Zjednoczonych Emiratach
Arabskich, Google Colombia Limitada w Kolumbii, Google Brasil Internet Ltda. w Brazylii, Google Australia Pty
Ltd. w Australii, Google Asia Pacific Pte. Ltd. w Singapurze, Google Argentina

S.R.L. w Argentynie, Google Infraestructura Argentina S.R.L. w Argentynie, GOC Services India Private Limited
w Indiach, GOC Philippines, Inc. w Filipinach, TTEC Brasil Servigos Ltda. w Brazylii, TDCX (MY) Sdn. Bhd. w
Malezji, Regalix India Private Limited w Indiach, Regalix Inc. w USA, Intelenet Global Services Private Limited
w Indiach, HCL Technologies Limited w Indiach, HCL (Brazil) Tecnologia da Informacéao Ltda w Brazylii, HCL
America Inc. w USA, GlobalLogic Technologies Limited w Indiach, GlobalLogic Inc. w USA, EPAM Systems Inc.
w USA, Concentrix Daksh Services India Private Limited w Indiach, Concentrix Solutions Corporation w USA,
Competence Call Center istanbul Cagdri Merkezi Hizmetleri Anonim Sirketi w Turcji, Cognizant Technology
Solutions Philippines, Inc. w Filipinach, Cognizant Technology Solutions India Private Limited w Indiach,
Cognizant Technology Solutions de Mexico S.A. de C.V. w Meksyku, Cognizant Technology Solutions de
Argentina SRL w Argentynie, Cognizant Servigos de Tecnologia e SoOware do Brasil S/A w Brazylii, Atento
Argentina S.A. w Argentynie, Accenture Solutions Private Limited w Indiach, Accenture LLP w USA, Accenture
Inc. w Filipinach, Accenture Co. Ltd. w Tajwanie — w takim wypadku Dane osobowe s3 przekazywane poza
EOG w oparciu o wydane przez Komisje Europejskg standardowe klauzule umowne, o ktérych mowa w pkt
11.1.2. powyzej;

11.4.6. w zwigzku z korzystaniem z narzedzia Google Tag Manager, poniewaz dostawca tego narzedzia — Google
Ireland Limited z siedzibg w Irlandii, przekazuje Dane osobowe do swoich podwykonawcéw swiadczacych
ustugi spoza EOG t;.

a) Google UK Ltd w Wielkiej Brytanii, Google New Zealand Limited w Nowej Zelandii, Google Israel Ltd. w
Izraelu, SCSK Serviceware Corporation w Japonii, K.K. Teledirect Japan w Japonii, Jellyfish U.K. Limited w
Wielkiej Brytanii, Accenture Japan Ltd. w Japonii — w takim wypadku Dane osobowe sg przekazywane poza
EOG w oparciu o decyzje o adekwatnosci, o ktérej mowa w pkt 11.1.1. powyzej;

b) Google Peru S.R.L. w Peru, Google Kenya Limited w Keni, Google FZ LLC w Zjednoczonych Emiratach
Arabskich, Google Colombia Limitada w Kolumbii, Google Brasil Internet Ltda. w Brazylii, Google Australia Pty



Ltd. w Australii, Google Asia Pacific Pte. Ltd. w Singapurze, Google Argentina S.R.L. w Argentynie, Google
Infraestructura Argentina S.R.L. w Argentynie, GOC Services India Private Limited w Indiach, GOC Philippines,
Inc. w Filipinach, TDCX (MY) Sdn. Bhd. w Malezji, Regalix Inc. w USA, Intelenet Global Services Private Limited
w Indiach, HCL Technologies Limited w Indiach, HCL (Brazil) Tecnologia da Informacéao Ltda w Brazylii, HCL
America Inc. w USA, GloballLogic Technologies Limited w Indiach, GlobalLogic Inc. w USA, EPAM Systems Inc.
w USA, Concentrix Daksh Services India Private Limited w Indiach, Concentrix Solutions Corporation w USA,
Cognizant Technology Solutions Philippines, Inc. w Filipinach, Cognizant Technology Solutions India Private
Limited w Indiach, Cognizant Technology Solutions de Mexico S.A. de C.V. w Meksyku, Cognizant Technology
Solutions de Argentina SRL w Argentynie, Cognizant Servigcos de Tecnologia e SoOware do Brasil S/Aw
Brazylii, Accenture Solutions Private Limited w Indiach, Accenture LLP w USA, Accenture Inc. w Filipinach,
Accenture Co. Ltd. w Tajwanie — w takim wypadku Dane osobowe sg przekazywane poza EOG w oparciu o
wydane przez Komisje Europejskg standardowe klauzule umowne, o ktérych mowa w pkt 11.1.2. powyzej;

11.5. Dostawcy ustug marketingowych, z ktérymi wspotpracuje Administrator, mogg w zakresie niezbednym do
swiadczenia ich ustug reklamowych przekazywac dane osobowe Uczestnikdw do panstw trzecich. Wowczas,
taki dostawca zapewnia odpowiednie mechanizmy ochrony danych osobowych w panstwie trzecim, w tym
stosujgc standardowe klauzule umowne, jesli Komisja Europejska nie stwierdzita odpowiedniego stopnia
ochrony danych w danym panstwie trzecim.

11.5.1. Google Ireland Ltd. moze przekazywac dane osobowe do Google LLC. z siedzibg w USA na podstawie
decyzji Komisji Europejskiej stwierdzajgcej odpowiedni stopien ochrony danych w USA zapewniany przez
podmioty uczestniczgce w programie EU-U.S. Data Privacy Framework, w ktorym uczestniczy Google LLC.
11.5.2. Meta Platforms Ireland Ltd. moze przekazywa¢ dane osobowe do Meta Platforms Inc. z siedzibg w USA
na podstawie decyzji Komisji Europejskiej stwierdzajgcej odpowiedni stopien ochrony danych w USA
zapewniany przez podmioty uczestniczgce w programie EU-U.S. Data Privacy Framework, w ktorym
uczestniczy Meta Platforms Inc.

11.5.3. Justtag sp. z 0.0., Proxi.cloud sp. z 0.0., mogg przekazywac dane osobowe do swoich partneréw
reklamowych z siedzibg w USA w oparciu o wydane przez Komisje Europejskg standardowe klauzule umowne,
o ktérych mowa w pkt 11.1.2. powyze;j.

11.6. W zakresie w jakim podstawg przekazywania danych do dostawcy lub jego podwykonawcy sg
standardowe klauzule umowne wydane przez Komisje Europejska, Uczestnik ma prawo do uzyskania kopii
standardowych klauzul umownych, ustanawiajgcych odpowiednie zabezpieczenia oraz skréconego opisu
stosowanych srodkéw bezpieczenstwa. W tym celu nalezy skontaktowac sie z Administratorem poprzez adres
e-mail: |lOD@zabka.pl lub adres korespondencyjny: Zabka Polska Sp. z 0.0., ul. Stanistawa Matyi 8, 61-586
Poznan.

11.7. Administrator przeprowadzit ocene ryzyka przekazywania danych osobowych Uczestnikow poza
Europejski Obszar Gospodarczy i ocenit, iz w zwigzku z zastosowanymi srodkami zabezpieczajgcymi transfer
danych osobowych do podmiotow wskazanych w pkt 11.3, 11.4 i 11.5 powyzej, moze sie odbyc¢ na podstawie
standardowych klauzul umownych.

12. ZMIANY POLITYKI PRYWATNOSCI
12.1. Polityka jest na biezaco weryfikowana i w razie potrzeby aktualizowana. Aktualna wersja Polityki zostata
przyjeta i obowigzuje od 04 marca 2026 roku.
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